
Why Companies Purchase MobileIron – Now Ivanti

  Who Can Use It?

	■ Mobile	Devices-	Android	&	iOS
	■ Laptops-	Windows	&	Mac
	■ Corporate	&	Employee	liable	devices
	■ Wi-Fi	&	Cellular	devices	globally
	■ Carrier	Agnostic

 Integrated Mobile Threat  
and Phishing Security

	■ Ensure	100%	adoption	amongst	end	users
	■ Neither	user	interaction	nor	an	additional	
application	for	Mobile	Threat	Defense	are	required	
for	features	to	be	enabled
	■ MTD/MDM	integration	enables	on-device	
remediation	even	without	internet	connectivity

  Enforce Acceptable Use Policy

	■ Utilize	Web@Work	for	whitelisting/blacklisting		
of	URLs
	■ 	Securely	deploy	business	app	profiles	via	app-
specific	VPNs	for	AppConnect	enabled	apps
	■ 	Allow	or	disallow	applications	based	upon	work	vs.	
personal	use
	■ Enforce	a	secure	container	for	DLP	controls	of	
sensitive	corporate	data	amongst		
cloud	applications

MobileIron	was	acquired	by	Ivanti	on	December	1,	2020.	As	Ivanti,	we	offer	a	wide	variety	of	products	to	make	the	
everywhere	workplace	possible	by	finding,	healing	and	protecting	every	device,	everywhere	–	automatically.

MobileIron UEM Red 
Comprehensive management and security 
for all modern devices

Manage	and	secure	mobile	and	desktop	
deployments	from	a	single	console.		
(Android,	iOS,	macOS	and	Windows)

Ensure	data	security	for	email,	contacts,	calendar,	
and	tasks	on	iOS	and	Android	devices.

Fast,	easy	delivery	of	business	and	productivity	
apps	to	users’	devices.	
(Provide	a	great	out-of-box	experience	via	full	
integration	with	Apple	Business	Manager	(ABM)	
and	Apps	and	Books	(VPP),	Android	Enterprise	
zero-touch	enrollment,	and	Windows	Autopilot)	

Whitelisting/blacklisting	of	applications	to	help	
reduce	potential	data	overage	charges.

Allow	users	to	securely	access,	annotate,	share,	
and	view	documents	across	a	variety	of	email,	on-
prem,	and	cloud	content	management	systems.

Secure	enterprise	mobile	browser	that	enables	
users	to	access	corporate	resources	quickly		
and	easily.

Deploy	a	secure	business	app	profile	with	app-
specific	VPNs	for	AppConnect-enabled	apps.

Available	inline	gateway	manages,	encrypts,	and	
secures	traffic	between	the	mobile	device	and	
back-end	enterprise	systems.

  Streamlined Device Deployments

	■ Easy	device	deployment	via	integration	with	OEM	
enrollment	programs	through	carriers	(ABM,	KME,	
AZT,	Windows	Autopilot)
	■ Easy	policy	mgmt.	for	admin	especially	in	a	mixed	
environment	of	device	types
	■ Reduce	data	sharing	via	wi-fi/mail	credentials	
pushed	at	first	connectivity		
	■ Ensure	adoption	of	corporate	enabled	applications

  Remote Control and Management

	■ Remotely	access	user	devices	via	Help@Work	for	
ext.remote	troubleshooting,	training	exercise,	etc.
	■ Reset	device	passcode/passwords
	■ Remotely	wipe	lost,	stolen	or	activation	locked	
devices	for	quick	and	simple	reallocation	of	
hardware
	■ Manage	application	updates	and	distribution	on		
supervised	devices
	■ 	Easy	to	remove	corporate	data	from	BYOD		
devices	when	employees	leave

  Flexible Pricing Options

	■ MRC	Packages
	■ Annual	Packages
	■ Add-Ons	available	a	la	carte	


