
Affected products CVE 
count Impact Vendor 

severity
Ivanti 
priority Threat risk Exploits Disclosures

APSB24-07 Acrobat and Reader 13 Remote Code 
Execution Critical 1
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MS24-02-EXCH Microsoft Exchange 
Server 2016 - 2019 1 Elevation of 

Privilege Critical 1

MS24-02-O365
Microsoft 365 Apps, 
Office 2019, and 
Office LTSC 2021

6 Remote Code 
Execution Critical 1

MS24-02-OFF

Excel 2016, Office 
2016, Outlook 2016, 
Powerpoint 2016, 
Publisher 2016, 
Teams for Android, 
Visio 2016, Word 
2016, Skype for 
Business 2016

6 Remote Code 
Execution Critical 1

MS24-02-W10

Windows 10, Server 
2016, Server 2019, 
Server 2022, Edge 
Chromium and IE 11

44 Remote Code 
Execution Critical 1 CVE-2024-21351, 

CVE-2024-21412

MS24-02-W11 Windows 11 and  
Edge Chromium 41 Remote Code 

Execution Critical 1 CVE-2024-21351, 
CVE-2024-21412

February 2024 Patch Tuesday is feeling like a 
return to normalcy. Microsoft has resolved 73 
new CVEs, two of which are confirmed Zero-
day vulnerabilities. Most of the risk this month 
can be wiped off your systems by deploying the 
Windows OS updates, but there are additional 
concerns to investigate in Windows AppX Installer 
and Exchange Server. For more details check out 
this month’s Patch Tuesday blog.
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