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https://msrc.microsoft.com/update-guide/vulnerability/CVE-2023-36761
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2023-36802
https://msrc.microsoft.com/update-guide/vulnerability/CVE-2023-36802
https://chromereleases.googleblog.com/2023/09/stable-channel-update-for-desktop_11.html
https://helpx.adobe.com/security/products/acrobat/apsb23-34.html
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